“Delivering Innovative Solutions”

Pelligo Security Risk Consulting Ltd
Innovative Solutions
“Security is not a product, but a Process”

Bruce Schneier

“Pellego”

Latin (Verb) Meaning:

Study, Scan, Survey, Review.

“I respect those that tell me the truth, no matter how hard it is”

Anon
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Pellego Security Risk Consulting are a specialist security risk management company who provide bespoke innovative security solutions and unrivalled specialist security training.

We have an established and proven reputation for providing bespoke security consultancy services, and a long standing customer base to whom we have provided and continue to provide, multiple security related service lines to their specific requirements and we may add, to their complete satisfaction.

To us no problem or task is too small, and we take a great deal of professional pride in our client service and customer-focussed and friendly relationships, particularly in completing commissions to your complete satisfaction.

Delivering our services throughout the United Kingdom has given us the benefit of an in-depth local, regional and national understanding of the myriad of issues which can affect or have a detrimental impact on your business and operational processes. Also, as an independent security consultancy it enables us to ensure that we focus primarily on you, providing the very best possible value in terms of service and cost.

This brochure is designed to give you an introduction and overview of our available services.
Pellego Security Risk Consulting was established in 2015, and is owned by Stephen Unwin MSc. Steve served for 24 years in the Royal Navy, with the latter part specialising in counter-terrorist physical security measures. He was then employed as head of security for one of the UK’s largest food processors and manufacturers, responsible for 43 UK factory locations as well as 250 farms and breeding units, advising on all types of security issues, including Bio-food terrorism.

Subsequent positions held include security manager for a leading budget supermarket chain’s distribution centres, and as part of the senior management team overseeing the operational security activity for a UK based banking group. In 2008 Steve was employed as a security risk specialist by MITIE Total Security Management, one of the top four UK manned guarding companies, and was responsible for establishing the proof of concept for their highly successful security risk consultancy.

His work at MITIE was twice nominated for the prestigious National Security Excellence Award training initiative: for the Security Risk Management course and the highly acclaimed Mitie TSM Diploma in Security Management, a Level 4 academic qualification which he co-authored and which was a joint venture with Middlesex University.

Steve holds the MSc in Security and Risk Management from Leicester University, as well as the Certificate in Terrorism Studies from St Andrew’s University. Steve is also licensed by the Department of Transport ‘Security Directorate’ as an instructor in the recognition of fire arms and explosives.
What can we offer?

It is becoming increasingly difficult to decide precisely which security consultancy is best suited to provide you with the correct support. We believe that our experience across a wide spectrum of businesses is diverse, and includes Critical National Infrastructure (such as national transportation hubs, aeronautical manufacturing and power generators), to small independent food manufacturers and processors, County Councils, universities, and acclaimed international TV and printed media institutions. Pellego Security Risk Consulting has the breadth of experience which provides us with a unique ability to quickly identify and assess issues and problems.

Independence

As an independent consultancy we are totally transparent in our business processes. There are no hidden extras or costs, meaning we are highly competitive in our rates and charges. You can always be assured that not only will you receive a fully professional service but also great value for money and more bang for your buck.

Value

As part of our guaranteed service delivery we will only ever charge for the actual time devoted to a project; should this fall inside the quoted cost then that will be adjusted down to reflect the saving to you. Should a project overrun and if it is definitely our fault, we will not charge you for the additional time spent.
We have a range of security surveys and reviews which can be tailored to suit your precise requirements. From a full in-depth security survey to a basic security review, we are certain that we can address your needs.

**Full security survey**

At your request we will conduct a full security review at one or more of your premises, where we will generally look at:

- Security risk profiling
- Local crime data analysis
- Physical security measures and procedures
- Personal security measures
- Technical security installation and operation
- Documentary security policy and strategy
- Impact risk assessment of local threats
- Business continuity and contingency plans
- Target hardening
- Detailed observations and recommendation

We will produce a fully detailed professional report bespoke to your specific requirements.

---

**Case Study**

Critical National Infrastructure

As a protective reassurance measure in a previous commission, a full site counter terrorist security review was conducted on behalf of a foreign NGO critical business holding.

Professional advice was provided in a confidential report which identified potential areas of risk and also compliance with UK legislation.

This satisfied the client and provided the additional reassurance that the installed protective security measures were fit for purpose.
Security Surveys

We can help

General security survey

This is designed to be less extensive than the full security survey and is useful for addressing specific concerns. It will normally include the report findings and:

- Local crime figures
- Physical security measures
- Electronic security measures
- Recommendations

This is suitable for smaller businesses or locations and will include a basic report detailing the findings and core recommendations.

Risk advisory visit

If you are unsure of what your needs are, then this is the ideal way to establish precisely what security provision you may require. It is also particularly useful in identifying weaknesses or risks in an established security provision. The visit is normally concluded with a short summary report detailing the core findings and main recommendations.

Additional benefits

Once we have completed a commission, as an existing client you can then also take advantage of our free long distance consultation service. Utilise a one to one phone call or email service to discuss areas of concern or an ongoing or new project.

We also offer this service to potential clients, but with limitations as charges may be applied.

- Phone calls, usually the first 30 minutes free.
- Free advice and consultation by e-mail if it is not a complicated issue.

Specialised services

We can also supply many other specialised and confidential security and protective services which we can discuss with you privately, including:

- Security related document and policy authoring.
- TSCM - Technical Security Countermeasures (Bug Sweeps).
- Travel advisory services.
- Specialised canine services, including narcotics and explosives detection.
- VIP protection services
Penetration Test

Security Assurance Test and Audit

A Physical Security Assurance Test and Audit is in real terms a simulated attack against a company’s security defences. It is designed to replicate an attack to see if the security measures in place can be compromised, and the primary aim is to identify security weaknesses before real attackers have the chance to. If any security weaknesses have been identified, a plan can then be developed in order to review the current measures with a view to treating the associated risks.

A Security Assurance Test and Audit is typically conducted with the aim of identifying vulnerabilities and shortcomings, which if breached could result in a range of losses to the company and/or its customers; additionally should members of the public enter an area by mistake, then questions around health and safety issues will be raised, as serious injury or even death could result from unauthorised access.

Losses are not just financial. An organisation can suffer significant reputation damages. A security breach could lead to a decrease in client trust which could then lead to a reduction in business and turnover.

The Security Assurance Test and Audit will normally consist of all or some of the flowing:

- Stealth intrusion to facility on foot
- Distraction intrusion to facility on foot
- Bogus package delivery to stores
- Hostile Reconnaissance
- Tailgating
- Fake pass presentation
- Access using poor quality copies of day and vehicle passes Assignment instructions review
- Training records review.
- Officers’ licensing check (where applicable).
- Management and supervisory visit records inspection.
- Patrol routines.

No physical climbing of or penetration of gates and fences or actions which require lock manipulation or damage to property are employed.

Why Conduct a Test?

The provision of manned guarding and maintenance of security teams is a vital protective physical security measure in most businesses, it is also an expense which is often questioned when budgets are reviewed. In order to ensure that you are receiving an effective and correct level and value of service, it is imperative that you can have confidence in your security team or your security provider to deliver just that.

In order to ensure continuity and consistency in the actual review, each Security Assurance Test and Audit is, regardless of location or premises, conducted to the same standard. We can, of course, tailor these bespoke to you or your client’s business for single or multi-site reviews, to include any additional criteria you may deem important, thereby ensuring transparency, equality and fairness in reporting.
Training

Specialised and bespoke to your requirements

Along with our in-depth security consultancy knowledge base, we are also adept in the provision of specialised security-related training, which can be precisely tailored to your specific needs. Subjects currently available include:

- Recognition of Suspect Postal Devices
- Security Risk Management
- Hostile reconnaissance
- Security awareness & The Terrorist Threat
- Incident management

Pellego Security Risk Consulting also hold a valid Department of Transport Security Directorate licence to deliver training in the recognition of Firearms and Explosives.

This allows us to use realistic inert examples of postal improvised explosive devices as training aids, specifically to address the reality of the threat from postal-borne devices. Enabling us to design and conduct our training as a practical hands-on and tactile experience for the attendees.

We can help

Working In Partnership

We will work with you to ensure the course you want is the course that is delivered.

We will also advise you on the most practical and cost effective method of delivery. Whether its utilising your own facilities or an external venue we will ensure that it is completed to your satisfaction and within budget.

We can also deliver our training courses under your own brand and, dependant on subject matter and level of ability, design the training so that it can subsequently be delivered by your own in-house trainers.

Whatever your requirements we are flexible and adaptable in our service provision.
Recognition of Suspect Postal Devices

We can help

This course is designed to equip all staff involved in mail and post receipt with sufficient knowledge to identify the various types of potential suspect mail items and how to react and initiate the correct response, as required by your business. (Written bespoke to comply with each individual client’s emergency procedures.)

This training is designed to increase staff awareness in the identification of postal IEDs and other postal devices, and to enhance their knowledge with up to date information.

Training outcomes:
On completion of this awareness course, staff will be equipped with sufficient knowledge to:

- Be able to identify potential suspect mail items.
- Understand the different types of postal devices.
- How to initiate safely the organisation’s emergency suspect mail protocols.
- Know and apply the six Cs: Confirm, Clear, Cordon, Control, Communicate and Check

Suitable for:
All staff with post or mail receipt and processing responsibility.

Course content includes:
- What is a suspect mail item;
- Types of postal devices
- Indicators of suspicious mail items;
- Postal IED components;
- Incendiary devices;
- X-Ray example images
- Suspect postal IED action to be taken;
- The six Cs: Confirm, Clear, Cordon, Control, Communicate and Check.
- A learning and assessment test

This course is delivered by a Department of Transport licensed instructor in the recognition and identification of Fire Arms and Explosives. Who is licensed specifically to possess and transport inert examples of postal devices, these are used as part of the course delivery. They have the same appearance and characteristics of real devices that have been used historically, including when placed under X-Ray examination, and provide a more realistic understanding of such devices and tactile and practical element to the delegate training experience.

Case Study

Bespoke Training

A high profile international banking group based in London had identified a requirement to provide upskilling training for key staff and its contracted out security guarding teams.

Preparation required liaising directly with the client and their facilities management provider, which enabled a bespoke training solution to be designed and delivered.

Training initially consisted of a core module addressing Hostile Reconnaissance, but due to a client request this was later expanded to include a second module which dealt with Terrorism Awareness.
Security Risk Management Training

Training Outline

A two day course which is designed to equip attendees with sufficient knowledge to be able to conduct a security review and to understand and apply the key principles of security risk management.

Day one;

Attendees are introduced to the theoretical aspects of:

- security risk management including current terrorism threats
- security risk management principles and their application
- physical and electronic security developments
- practical applications of physical security measures
- Crime Prevention Through Environmental Design (CPTED)
- Formal report writing and presentation of findings.

Day two

Attendees are required in syndicates and under supervision, to apply the theoretical knowledge in a practical security risk survey scenario. On completion they will then work together to prepare a formal presentation involving each syndicate member. This will detail their main observations/findings, conclusion and recommendations.

Endorsements

I had the absolute pleasure of working with Steve recently on the design and delivery of a 2-day Security Risk Management course.

His input in both design and delivery has been superb and feedback gained from 100+ managers outstanding.

Steve's knowledge of security is second to none and he has a natural ability to inspire others on the subject."

Terry Cheese
Owner / Training & Performance Specialist at Black & White Training

After I attended his security risk management course, which was delivered to an internal banking organisation’s security staff, I became aware of just how knowledgeable and totally professional Steve is "

Bill Nicholson
Operations Director Strategic Accounts, MITIE TSM
Security Risk Management Training

We can help

Cont’d

On completion of this course, attendees will understand the principles of security risk management and how to utilise these in a positive and pro-active manner.

Each of the structured course modules details the core principles which enable attendees to:

- Understand common and the latest threats within the corporate environment and be able to prioritise them in terms of probability and consequence.

- Understand the principles of Crime Prevention Through Environmental Design (CPTED)

- Conduct a security review which includes information on local crime figures, physical security measures and electronic security measures.

- Be able to make specific recommendations in a structured format and present findings.

Suitable for: All staff with a security management role or who are responsible for the provision of security services or advice

Duration: 2 days, commencing 0930 – 1700

The course culminates with a knowledge assessment and the award of a client branded certificate of attendance.

Endorsements

Pellego also designed and delivered a specialised and bespoke two day training course covering the practical aspects of security risk management. This course was delivered to the contract management team who immediately provided positive results from the application of the knowledge gained.

Overall feedback from all delegates on both courses was extremely positive and we appreciate the high level of professionalism and continuing support provided by Pellego Security Risk Consulting Ltd.

Jason Hopwood
Strategic Account Manager
Wilson James

Steve delivered a first class programme, incorporating ‘realistic and true’ accounts of operational risk and the methods of mitigating risk. Certificate in hand, I often referred to Steve’s examples, applying them in my new role

Steve Yellowley
Commercial Director
The Protector Group
Understanding how to do what you need to prevent

An interactive briefing which introduces attendees to the principles of hostile reconnaissance. It also takes attendees through the basic steps to produce effective and detailed written reports, including the UK police person classification system and a guide on observation technique.

The briefing also includes an overview of police powers as stipulated in the Terrorism Act 2000 (Remedial Order 2011) and how to deal with persons who are suspected of conducting photographic hostile reconnaissance. It also demonstrates the ease with which sensitive information can be used in targeting a location which can be obtained from innocuous sources and material available to extremist and terrorist groups from the internet.

Training outcomes:

On completion of the briefing, attendees will:

- Understand the principles of how to recognise hostile reconnaissance;
- How to approach individuals suspected of conducting it;
- Be able to reference information from official sources;
- Use proven methods of descriptive reporting;
- Be able to prepare and compile an accurate and detailed written report.

Suitable for: Key staff and Security Officers, Security Supervisors, and Site Security Managers.

Course content includes:

- Hostile reconnaissance and the points to be observant for;
- Information freely available to aid hostile reconnaissance;
- How to approach individuals;
- Trespass guide;
- Preparing and compiling a written report;
- Police ethnicity guide;
- Google Street View.

Duration: 2 hours

Case Study

As part of the response to two incidents of suspected hostile reconnaissance at an international banking headquarters and a prestigious retail and leisure complex, it was identified that there was a requirement to make available appropriate in-depth training to key staff.

Preparation necessitated site visits at each location to ensure that the training course content was suitable and applicable to each location.

The training was delivered to the security teams and key staff and to the client’s complete satisfaction. Successful delivery ensured that the staff were fully competent to identify and effectively record and report incidents of suspected hostile reconnaissance.
An interactive briefing which introduces attendees to the concept of security awareness, the terrorist threat, and some of the popular terrorist and extremist groups. It also examines official publications and sources of information available which includes material available to extremist and terrorist groups from the internet, understanding the United Kingdom threat levels and what they mean. Additionally, it details partner agencies which may be utilised for information and guidance on protective measures.

**Training outcomes:**

Understand the principles of how to maintain and raise awareness of the terrorist and extremist threat:

- Have awareness of terrorist organisations;
- Be able to reference information from official sources;
- Understand the terrorist threat level;
- Know which agencies can be of assistance

**Suitable for:** All staff

**Course content includes:**

- Current UK counter Terrorist Operations;
- Raising security awareness – Project Griffin and official poster campaign;
- The reality of terrorism – Official home office video (very graphic);
- Terrorist groups;
- Types of organisations – Terrorist, extremist and sympathetic;
- Islamic terrorist (‘Why Britain’);
- Terrorist threat levels;
- Sources of information;
- Useful websites.

**Duration:** 3 hours

---

**Case Study**

Acting in response to a request for an interactive briefing, which was to be used as part of the ongoing awareness training. The client, a well known global petrochemical manufacturer, requested that a suitable security awareness training module be produced.

Part of this training provision was to also include a section dealing specifically with terrorism awareness and current information on the latest terrorist threats and active terrorist groups which may pose a potential threat to its operations.

The training was designed as requested and bespoke to the organisation, and it was successfully delivered to the security teams and others at multiple UK locations. On successful project delivery, the training package was then rebranded as the client’s own and transferred to their own internal training providers for wider delivery.
As an active contributor to professional discussion groups and forums, Steve has authored and published several papers and guidance documents; these are available for viewing and free download on the professional site at LinkedIn.

(Membership of LinkedIn is not required, to view please follow this hyperlink):

https://www.linkedin.com/today/author/10583874?trk=prof-sm
Enquiries

If you have any questions about the range of services which are available, or wish to discuss a particular service or any potential training requirements, please feel free to call us or drop us a line.

We are more than happy to discuss any of your requirements in the strictest of confidence.

Contact Us

Pellego Security  Risk Consulting Ltd

7 Park Road
Barlow
Selby
YO8 8ES

Tel: 01757 611195
Mob: 07500998864

Email: steve@pellego-security.com

Visit us on the web at: www.pellego-security.com